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Abstract

Y.tdmpls defines several modes for interworking between TDM and MPLS networks, but does not formally diagram any of these using the methodology of G.805. This contribution presents the functional diagram for the structure-agnostic mode described in clause 8.1.

Motivation

Figure 5.1 in the baseline text of Y.tdmpls presents an overview of the interworking architecture, while Figure 6.1 details the protocol reference model. While these figures depict the various networks and incorporate the major building blocks, they do not clearly elucidate the relationships between these elements.

In particular it would be useful to augment these figures with a functional diagram of the user plane illustrating the architectural components such as connection and access points, pinpointing the adaptation functions and delineating the trails. Such a diagram would furthermore be an indispensable starting point for the exploration of TDM-MPLS OAM interworking, to be discussed in a separate contribution.

We will restrict ourselves to the structure-agnostic transport of clause 8.1. The structure-aware modes entail further adaptations that may themselves be viewed as complete layer networks in their own right. The situation is similar to that of the AAL layers that were not detailed in I.326, wherein it was remarked that description of these functions might require extension of the description techniques. In addition, processing of TDM framing by the IWF debatably invalidates the existence of a single TDM trail extending between the TDM access points.

In the following section we present and explain the functional architecture diagram. The explanation will be somewhat tutorial in nature, as we assume only minimal familiarity with the diagrammatic conventions of G.805/G.806.

Explanation of the Diagram 

TDM-MPLS network interworking defines a client-server relationship between the TDM client and the MPLS server layer networks. The IWF described in Y.tdmpls is technically an adaptation that accepts the client TDM characteristic information and processes it to enable its transfer over a trail in the server MPLS network. Hence the MPLS network forms a link connection supporting the TDM trail, providing a function that could also be filled by an SDH or ATM network.


Figure 1: Functional model of structure-agnostic mode of Y.tdmpls

In Figure 1 we depict the simple case of a TDM trail supported by an MPLS network. In more general situations the TDM trail may avail itself of additional link connections based on other technologies.

Since TDM is inherently a bi-directional service, all reference points in our diagram are necessarily bi-directional. As Y.tdmpls does not provide multiplexing, demultiplexing or switching of TDM subcomponents in the MPLS network, we can leave the TDM portions of the present diagram completely generic and there is no need to differentiate between the various types of TDM listed in clause 6.1. Such differentiation may be required for study of other aspects of the problem, for example OAM where the defects defined may depend on the type of TDM. Furthermore, we will not reproduce any TDM functionality already described in G.705.

The functional architecture description of the MPLS network is likewise not specified here, rather we represent the MPLS network between the termination connection points adjacent to the IWFs as a single bi-directional subnetwork connection. Although MPLS LSPs are unidirectional, Y.tdmpls requires association of two LSPs in opposite directions; the MPLS trail depicted consists of the two unidirectional trails simultaneously transferring information in opposite directions.

A trail is defined in G.805 to be a transport entity responsible for validated information transfer across the network. As such it binds into a single entity the transfer of characteristic information across the network and the monitoring of the integrity of this transfer. Trails are diagrammatically represented as dotted lines, and are always delimited by two access points. 

Integrity monitoring in low-rate TDM networks such as E1 and T1 is relatively simplistic, e.g. CRC error detection and special bit patterns representing AIS. The concept of a trail was developed to provide enhanced measures of the quality of the information transfer and the validity of the supporting connection as compared to what was available in these networks. Nevertheless, for the purposes of this diagram, we depict a TDM trail extending between the access points at the top of the figure.

The Y.tdmpls IWF is formally represented as an adaptation, which according to the G.805 conventions is trapezoidal and marked “server/client”. In order to more clearly identify the MPLS trail we did not avail ourselves of the diagrammatic abbreviation that combines the adaptation with the following server trail termination.

The entity that accepts adapted characteristic information from a client network, adds information to allowed the trail to be monitored, and conversely accepts information from the server layer network, monitors and removes the information related to trail integrity monitoring, is called the trail termination function. Trail termination functions are diagrammatically depicted as inverted triangles, of which there are two types in the figure, a pair of MPLS terminations and a pair of TDM terminations (although, as aforementioned, the TDM “trail” is somewhat lacking in integrity monitoring). 

The reference point between the adaptation and the trail termination function is called an access point (AP). At an AP the adapted client characteristic information enters the termination function, to be augmented by the integrity monitoring information; and in the opposite direction the recovered adapted client characteristic information (obtained by stripping the integrity monitoring information) exits the termination function. 

The reference point after the termination function where the trail termination function connects to the network is called a termination connection point (TCP); at the TCP the combined adapted client characteristic information and monitoring information enters and exits the server network.
Proposal

It is proposed to add the above diagram to Y.tdmpls as Figure 5.2.
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