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Abstract

Y.tdmpls defines an HDLC mode for efficient transport of CCS signaling. However, the use of this mode is still incompletely described. In a companion contribution (WD_GVA_04) we present a method for distinguishing between interleaved HDLC and TDM packets. The present contribution further describes the HDLC mode.

HDLC Mode
Trunk associated common channel signalling is most often transported as an HDLC stream in one or more TDM timeslots. Since this signalling is only active when timeslot status changes, such channels typically have low traffic rates, and are in dile state for long periods of time. 

For structure-aware transport, bandwidth may be conserved by suppressing the transport of idle flags. To this end Y.tdmpls has defined an HDLC mode.

The HDLC mode is intended to operate in port mode, transparently passing all HDLC formatted data over the interworking LSP. To do this the HDLC frame is located by monitoring flags, and then the HDLC PDU is stripped of beginning and ending flags as well as trailing FCS, bit/byte unstuffing is performed, and the remaining data, including all address, control and protocol fields are encapsulated. Assuming that for much of the time the CCS signalling is dormant, suppression of flags is expected to provide significant bandwidth conservation.

Since data is passed in transparent manner any protocol with HDLC-like framing may utilize the HDLC mode, assuming they do not surpass the maximum packet length and do not directly access the HDLC interface or modify flags, FCS, or bit/byte unstuffing.
Particular examples of HDLC protocols that are expected to exploit this mode are SS7 (see ITU-T recommendation Q.700 and ISDN PRI signalling (Q.931).
CCS Message Protection

Due to the critical nature of signalling messages, it may be desirable to introduce some form of redundancy when the CCS protocol itself does not provide protection. 

The standard method to accomplish this is triple redundancy. By employing sequence numbers the egress IWF can play out only a single instance of the message. This method may not be applicable when message rates are high.

Short HDLC Frames

The major problem with the preceding description is that short HDLC frames will cause the bandwidth "conservation" mechanism to expand the bandwidth rather than compress it. 

For example, many SS7 links are configured to continuously send Fill-in Signal Units (FISU), which are used to supervise the link status, when no other traffic is available. Between two FISU messages are single flags, so that no idle HDLC intervals are observed. When such SS7 links serve a small number of channels, the great majority of HDLC frames will be FISUs, which consist of three octets of data and two octets of error protection. Assuming no traffic, there may be 1333 FISU messages per second on a 64K timeslot carrying SS7. Since each donates three bytes (since the FCS is not sent), 4 bytes of common interworking indicators, 4 bytes of interworking label, 4 bytes of transport label plus layer 2 overhead, using the HDLC mode suggested above for such a link would generate well over 350 Kbps (for Ethernet L2), as well as requiring packet processing at the rate of 1,333 packets per second.

This phenomenon is not universal. SS7 links may be configured for lower rates of FISU messages. ISDN PRI need only send Receiver Ready (RR) messages every 30 seconds. However, the phenomenon is sufficient common to merit special treatment.

The most general solution to this problem is reserve the HDLC mode for CCS signals that have sufficient idle periods, and thus bandwidth conservation possible. When idle flags occupy, on average, less than half the bandwidth, it is best to transport the timeslot carrying the CCS without interpretation.

The option of creating superpackets containing multiple HDLC messages adds complexity without  leading to bandwidth conservation, and should thus be rejected.

Alternatively, bandwidth may still be conserved by implementing a spoofing mechanism. Such a mechanism checks the incoming messages for repetitive information (e.g. FISUs with identical FSN and BSN) and suppresses their transport, while at egress the missing messages are sent repetitively at the expected frequency. Such mechanisms are out of the scope of the present recommendation.

Proposal

We propose the following text for section 12:

The HDLC mode may be utilized in conjunction with structure-aware TDM transport to efficiently transport trunk associated HDLC-based CCS, such as SS7 (Q.700) and ISDN PRI signalling (Q.931). This mechanism is not intended for general HDLC payloads, and only supports HDLC messages that are shorter than the maximum PDU size. 

The HDLC mode should only be used when at least half the bandwidth of the HDLC stream is expected to be occupied by idle flags. Otherwise the CCS channel should be treated as a ordinary timeslot.

The HDLC-MPLS interworking shall transparently pass all HDLC data and control messages over the interworking LSP.

In order to transport HDLC the sender monitors flags until a frame is detected. The contents of the frame are collected and the FCS tested. If the FCS is incorrect the frame is discarded, otherwise the frame is sent after initial or final flags and FCS have been discarded and bit unstuffing has been performed. When an HDLC-MPLS frame is received its FCS is calculated, and the original HDLC frame reconstituted. 

