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Abstract

Y.tdmpls must be able to robustly handle CAS signalling. The three encapsulations handle CAS in different ways, and so a few words of explanation are worthwhile.

CAS Signalling

TDM networks employ CAS or CCS signaling to supervise and advertise hook status, provide alerts to TDM end equipment as to requests to connect or disconnect, and to transfer routing and addressing information. These signals must be reliably transported over the IP or MPLS networks for the TDM end-systems to properly function. CCS has replaced CAS in most of the world's major carrier networks, but CAS remains dominant in non-ISDN access and PBX links.

CAS, or Channel Associated Signaling, is carried in the same T1 or E1 frame as the voice signals, but not in the speech band. VoIP systems detect the CAS bits, interpret them according to the appropriate protocol, send them through the IP network using some messaging protocol and finally regenerate and recombine them at the far end. All modes of Y.tdmpls transparently transport CAS signaling.

Since CAS signaling is slower than the TDM traffic in a timeslot, one needn't update all the CAS bits every TDM frame. Hence CAS systems cycle through all the signaling bits only after some number of TDM frames, defining a new structure known as a multiframe or superframe. Common multiframes are be 12, 16, or 24 frames in length, corresponding to 1.5, 2 and 3 milliseconds in duration.

The structure-agnostic mode of section 8.1 can not identify CAS bits, and so relies on their transport as part of the TDM structure. In the presence of packet loss, it is not possible to ensure integrity of the CAS bits, and generation of AIS runs the risk of changing the hook status of user loops. TDM switches and even PBXs are designed to be able to withstand a certain interval of fault condition, but such conditions are expected to be extremely rare events. By allowing common packet loss events to induce TDM fault conditions, structure-agnostic methods relentlessly try the patience of the TDM switches.

Structure-aware methods can provide a much higher degree of robustness, since they may explicitly or implicitly store CAS bits. Explicit methods utilize framers to extract the CAS bits at ingress, explicitly transfer them in a special CAS structure, and then store them so that they may be properly regenerated. Implicit methods rely on multiframe structure and do not require redundant transport of CAS in special structures, rather respond to packet loss by replaying with the proper multiframe phase.

The structure-locked method of section 8.2.1 uses the explicit method, while the structure-indicative method of section 8.2.2 may use either explicit or implicit methods.

Proposal 

It is proposed to use the following text for section 11:

CAS, or Channel Associated Signaling, is carried in the TDM frames as a sequence of bits that are uniquely identifiable with particular timeslots. Unlike VoIP systems that detect the CAS bits, interpret them according to the appropriate protocol, send them through the IP network using some messaging protocol and finally regenerate and recombine them at the far end, all modes of Y.tdmpls transparently transport CAS signaling.

The structure-agnostic mode of section 8.1 can not identify CAS bits, and so relies on their transport as part of the TDM structure. In the presence of packet loss, it is not possible to ensure integrity of the CAS bits, and generation of AIS relies on the TDM equipment to be able to withstand a certain interval of fault condition.

The structure-locked method of section 8.2.1 ensures CAS integrity by appending to the packet an explicit CAS substructure, as depicted in Figure 8.2. The structure-indicative method of section 8.2.2 may also append such a CAS substructure, or may rely on multiframe alignment to safeguard CAS bits.

